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Subject: Security alert: Suspicious debit card activity detected

From: "Bank of America" <onlinebanking@ealerts.bankofamerica.com>
Date: 12/16/2022, 9:22 AM

To: <lee.carlson@aviaglobalgroup.com>
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Suspicious debit card activity

detected
Debit card ending in 7429
Transaction date December 16, 2022

We've detected some suspicious debit card activity and need
to speak with you as soon as possible.

Call us at 844.585.0485 (outside the continental U.S., call
609.459.5003).

If we don't hear from you, we may place restrictions on your
account for your protection.
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Get tips on protecting your accounts from fraud in our
Security Center

Already responded to this request? You may disregard this
message.

We'll never ask for your personal information such as SSN or ATM PIN in email
messages. If you get an email that looks suspicious or you are not the intended
recipient of this email, don't click on any links. Instead, forward to
abuse@bankofamerica.com then delete it.

Please don't reply to this automatically generated service email.
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